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Monitor Whois and DNS for 
unauthorized changes 

Maintain copies of all 
registration documentation 

Use SSL when you access 
your domain account 

Create strong passwords and 
keep them private 

Lock your domains – ask 
for registrar/registry locks 
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DNS hijacking is commonly 

used to redirect users to fake 

login pages for banks and 

other online services in order 

to steal their login credentials.  
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